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Intelligence in the Marine Corps

Part I.  General Information

“The leader on the battlefield needs to know the latest fragile intelligence upon which to make his decision, as the lives of his Marines and the success of the mission depend upon it.  The information must be as fresh as possible since conditions change quickly and action must be taken rapidly.”

--LtGen Herman Nickerson, Jr, USMC (Ret)

Introduction.  The purpose of this period of instruction is to introduce how the Marine Corps’ intelligence doctrine supports combat operations.  It will

· Explain the differences between intelligence and information

· Provide insight into what each offers to support operations at the company and platoon level

· Cover individual roles and responsibilities in the intelligence process

· Present an overview of the Marine Corps’ organic intelligence assets

What you should take away from this class is the knowledge of how to

· Exploit intelligence and information on the enemy, weather, and terrain to successfully accomplish your mission

· Determine which organic intelligence assets can satisfy your additional intelligence/information requirements

· Identify information of immediate tactical value

You should understand your role as information collectors to support the intelligence effort and ongoing operations.

Objectives of Intelligence.  Command and control is about making decisions.  The main purpose of intelligence is to support the decision-making process.  To do this, intelligence strives to accomplish two objectives:

· The primary objective is to provide accurate, timely, and relevant knowledge about the enemy (or potential enemy) and the surrounding environment.  In other words, the primary objective of intelligence is to support decision-making by reducing uncertainty about the hostile situation to a reasonable level – recognizing, of course, that the fog of war renders anything close to absolute certainty impossible.

· The secondary objective is to assist in protecting friendly forces through counterintelligence.

Uncertainty is an attribute of war and pervades any battlefield; it can never be eliminated.  Intelligence seeks to cut through the fog of war in order to support the commander’s decision-making and planning process.  To achieve this reduction in the commander’s unknowns, intelligence must accomplish four specific actions:

· Identify and evaluate existing environmental conditions and threat capabilities.

· Based on those conditions and capabilities, estimate possible enemy courses of action (both present and future).

· Identify friendly vulnerabilities that the enemy may exploit in their COAs.

· Using this intelligence, assist in the development and evaluation of friendly COA’s.

Intelligence deals with unknowns—questions about any unfamiliar area, an independent, hostile will, and who is actively trying to conceal information about his forces and his intentions.  Therefore, intelligence gaps will always exist.  The best that intelligence can do is to reduce these gaps—uncertainty—to a reasonable level, which will aid the commander’s decision-making—again, recognizing that the fog of war will make absolute certainty impossible, and decisions will still need to be made in spite of this uncertainty.
Definitions.

Information.  Information is “unevaluated material of every description, including that derived from observations, reports, rumors, imagery, and other sources which, when processed, may produce intelligence” (MCWP 2-1).

Intelligence.  Intelligence is “the product resulting from the collection, evaluation, analysis, integration, and interpretation of all available information which concerns one or more aspects of nations or of areas of operations and which is immediately or potentially significant to military planning and operations.  To be considered intelligence, data must be placed in a context to provide an accurate and meaningful image of the hostile situation” (MCWP 2-1).

Combat Information.  Combat information is unevaluated data, gathered by or provided directly to the tactical commander, that because of its highly perishable nature or the criticality of the situation, cannot be processed into tactical intelligence.  Combat information will make up the majority of information that combat leaders will have at their disposal on which to make their decisions and act.
Tactical Intelligence.  Tactical intelligence is the knowledge of the enemy, weather, and geographic features, that a commander requires for the planning and conduct of combat operations.  The three key elements of combat intelligence are

· Weather

· Enemy

· Terrain

(WET).  Terrain and weather are the greatest modifiers of doctrine, and often, plans are constrained by what the weather and terrain will allow.  Remember, however, that terrain and weather are neutral, as they affect both the enemy and us.  Tactical intelligence should 

· Describe the battlespace environment

· Identify key factors in the battlespace that could potentially influence operations

· Define and evaluate threat capabilities (strengths and weaknesses)

· Identify the enemy’s center of gravity and critical vulnerabilities

· Assess potential enemy intentions

Weather.  Its impact on friendly and enemy operations and special considerations deal with

· Personnel.  Temperature extremes, precipitation, and low visibility are just some of the factors which affect the human dimension of combat operations.  Since weather affects all forces, the side that uses this intelligence/information in their planning will minimize the effects on the human element.  Factors for special consideration may include, but are not limited to, 

· The need for specialized equipment and clothing

· Preparations for dealing with heat and cold injuries

· Providing for additional sustenance and water requirements for troops

· Tactics.  Regardless of the type of operation, weather will always have a role in the planning and conduct of an operation.  Weather is the primary modifier of tactics.  The tactics we may wish to use to accomplish our mission may not be feasible due to weather conditions, in which case, an alternate COA may have to be adopted.  Utilizing weather intelligence can prevent wasting time developing plans which will be impossible to execute due to adverse weather and may also aid in determining what enemy COAs are possible.

· Logistics.  Weather directly and indirectly (on terrain) impacts our logistics capabilities.  Winds, precipitation, visibility, and temperature will impact such logistic factors as

· Amphibious offloads

· Resupply route trafficability

· Procurement of specialized equipment

· Types and amounts of supplies necessary to conduct operations

· Terrain.  Depending on the type of terrain and our mission, weather will either have a positive or negative effect on mission accomplishment:

· Weather effects on terrain may create obstacles to the enemy; thereby limiting the enemy’s COAs or their ability to effectively react to our actions.

· Terrain, which would normally support operations, may become impassable or untenable due to weather.

Enemy.  The S-2 will determine enemy capabilities against the command in light of the friendly mission.  After determining the capabilities, the S-2 will propose an enemy most probable course of action to the commander, who can either

· Accept the recommendation

· Reject it based on his experience and estimate of the situation

· Time permitting, decide to war game it

The S-2 then identifies exploitable vulnerabilities associated with this enemy course of action, and again recommends these to the commander to aid in planning a friendly COA that will maximize effects against that critical vulnerability.  The commander is ultimately responsible for deciding what the likely enemy actions will be, then how he will tailor his operations to exploit the enemy’s vulnerabilities.
Terrain.  The S-2 will provide intelligence on the terrain, constraints imposed by it, and how it will impact on both friendly and enemy abilities to move, shoot, and communicate.

Principles of Intelligence Operations.

“Intelligence drives operations.”

--General A.M. Gray, 29th Commandant of the Marine Corps

Intelligence Drives Operations.  The Marine Corps’ Warfighting philosophy depends on timely, accurate intelligence for success.  Inherent in this principle is that intelligence operations

· Remain flexible

· Use imagination

Focus on Tactical Intelligence.  The Marine Corps is primarily a tactical fighting organization, concerned with winning battles, especially below the MEF level.  Therefore, the focus must be on generating tactical intelligence to support tactical operations.

Intelligence is Focused Downward.  Intel push sends critical intelligence to the tactical commander, while intel pull

allows the commander to receive additional intelligence support as needed.

Intelligence activities require centralized management and decentralized execution because of the coordination required between separate and usually specialized assets to fulfill the commander’s intelligence requirements.

Intelligence must be fully and continuously involved in the operations planning process.

Intelligence provided must be timely, accurate, disseminated to those who need it, and finally, utilized.

Intelligence Functions.  The functions of intelligence are to

· Support the commander’s initial estimate of the situation to support decision-making and planning

· Develop the situation—provide the commander continuous situational awareness to permit flexibility or exploitation of opportunities

· Provide indications and warning (I&W) to help prevent the enemy from achieving surprise and allow the commander to be proactive vice reactive to enemy actions

· Support force protection—identifying, locating, and countering the enemy’s reconnaissance and surveillance assets, intelligence apparatus, and sabotage/terrorism capabilities

· Support the targeting process—identifying targets, target systems, critical nodes, and high-value/high payoff targets

· Support combat assessment—essential to determining the overall effectiveness of combat operations

Intelligence Cycle.  The intelligence cycle is a series of related and continuous activities that translate the need for intelligence about a particular aspect of the battlespace or threat into a knowledge based product that is provided to the planners to aid in decision making.  During this cycle,

· Intelligence needs are identified

· A plan is formulated and directions are given for satisfying those needs

· Data is collected, processed, and exploited for usable information

· That data is then transformed into a tailored, useful intelligence product

· That product is disseminated and utilized by a commander or unit. 

Six Interdependent Phases of the Intelligence Cycle.  The six  phases of the intelligence cycle (see diagram below) are

· Planning and direction

· Collection

· Processing and exploitation

· Production

· Dissemination

· Utilization


The Intelligence Cycle

Planning and Direction Phase.  Because the possible questions about the enemy and the area of operations are practically infinite while intelligence assets are limited, the intelligence effort must be well organized.  The key to organizing and prioritizing your limited assets is an understanding of

· Your mission

· The commander’s intent

· The use of priority intelligence requirements (PIRs)/intelligence requirements (IRs)

NOTE:  PIRs/IRs are simply requirements for intelligence to fill a gap in the command’s knowledge and understanding of the battlespace or enemy forces.

Priority Intelligence Requirement (PIR).  A PIR is an intelligence requirement associated with a decision that will affect the overall success of the command’s mission—“s how stoppers” or “stuff we have to know.”  PIRs are always listed in priority order.  In designating PIRs, the commander establishes

· What he wants to know (intelligence required)

· Why he wants it (linkage to operational decision-making)

· When he needs it (LTIOV--Last time information is of value)

· How he wants it (format and method of delivery)

Intelligence Requirement (IR).  IRs are “stuff we’d like to know,” but usually won’t affect mission accomplishment if we don’t know.  IRs can cover the entire spectrum of information needed concerning the battlespace and threat.

Common Characteristics of PIRs/IRs.  PIRs/IRs share these common characteristics.  Each asks only one question and

· Focuses on a specific fact, event, or activity concerning the enemy or the battlespace

· Is tied to a specific decision point in mission planning or execution

· Provides a clear, concise statement of what intelligence is required

· Contains geographic and time elements to focus the requirement

The scarcity of intelligence assets and limited time available will rarely permit the satisfaction of all PIRs/IRs.  Thus, you must focus the intelligence effort on those requirements that are critical to mission success.

PIRs/IRs are not written in stone.  What may be only an IR during one phase of an operation, may become a PIR during another phase, and vice-versa.  Changes in the enemy or friendly situation may also cause the commander to modify his PIRs.

Collection Phase.  After the plan is developed, we transition into the second phase of the intelligence cycle—collection of information to satisfy the PIRs/IRs.  During this phase,

· The collection operations are planned

· Assets are positioned to perform their responsibilities of collecting the information and reporting it back to the appropriate unit/section

· PIRs/IRs are re-evaluated and updated

Balance the capabilities and limitations of all collection assets in order to maximize effectiveness and provide redundancy in collection.

Processing and Exploitation Phase.  During the processing and exploitation phase, collected information is converted into a man readable format more suitable for the production of intelligence.

Production Phase.  As the various assets begin reporting, the requirement exists for a logical step-by-step method to transform the information into intelligence--the purpose of the fourth phase of the intelligence cycle is production.  

This phase involves the conversion of information into intelligence through the evaluation, analysis, integration, and interpretation of all-source data and the preparation of intelligence products in support of known or anticipated user requirements.  During the production phase, information is

· Evaluated to determine relevancy, reliability, and accuracy

· Analyzed to isolate specific, significant elements

· Integrated with other information and previously developed intelligence

· Applied to estimate possible COAs

· Produced in a format that will be usable by all who need it

Dissemination Phase.  Getting relevant intelligence to the commander and subordinate units soon enough to enable him to plan and conduct operations, vice react to the enemy’s own actions, is the goal of the dissemination phase.  The intelligence must be

· In a usable format

· Accurate to the best of abilities

· Timely

· Disseminated with adequate security

Intelligence works off a push and pull system, but lateral dissemination should not be ignored.  Dissemination is the phase of the intelligence cycle, which usually breaks down.  Special attention should be given to answering these three questions:

· What do I know?

· Who needs it?

· Did I get it to them?

Utilization Phase.  Intelligence has no inherent value; its value is realized only when it is applied to support the commander and operations.

Part II.  Intelligence Roles and Responsibilities

“However absorbed a commander may be in the elaboration of his own thoughts, it is necessary to take the enemy into account.”

--Winston Churchill
Commander’s Responsibilities.  Intelligence is an inherent and essential responsibility of command.  Just as command and operations are inseparable, so it is with intelligence.  Commanders must

· Focus the intelligence effort.  This is the most important responsibility the commander has in the intelligence process.  Without effective guidance, the intelligence effort may wander off the mark and not fulfill the commander’s intelligence requirements which should be assisting in his decision-making process.  The commander uses his commander’s intent, PIRs/IRs, and additional guidance to articulate the command’s priorities and concept of intelligence support.  These measures should ensure that the limited collection assets are directed at the intelligence requirements that the commander feels are vital to mission accomplishment.

· Participate in the intelligence process.  The S-2 leads Marines in the intelligence effort, but the commander is ultimately responsible for the results of this effort.  Therefore, the commander must understand

· The capabilities and limitations of the systems and Marines conducting the effort

· The special requirements and equipment which may be needed

· Finally, what type of products are available for his use

· Use intelligence in decision-making.  All of the effort is for nothing if the commander doesn’t utilize the intelligence that is collected and produced.  Ultimately, the commander must use his knowledge of intelligence operations, coupled with his own operational experience to make decisions, which will affect the entire unit.

Support the intelligence effort.  The commander must be prepared to allocate sufficient resources to the intelligence mission, whether they be logistics (special equipment/transportation), command and control assets (radios/additional frequencies), or combat power (protection for R&S teams/react forces).  Additionally, although the S-2 directs the intelligence effort, when the commander’s requirements are not satisfied it may be necessary for him to intervene, lending command authority to obtain the needed support.

· Evaluate the results of intelligence activities in the form of feedback.  This feedback must identify where the intelligence provided met the commander’s expectations and where it came up short.  The flow of combat information (up, down, and laterally) is critical—he and his subordinates primarily rely on this to make decisions, especially during ongoing combat operations.

Unit Intelligence Officer/S-2 Responsibilities.  The intelligence officer manages the effort for the commander, acting as the principle advisor on intelligence and implementing activities that carry out the commander’s intelligence responsibilities.  The intelligence officer is a full participant in the commander’s decision-making process, ensuring that intelligence is effectively utilized during all phases, from mission planning through execution.  Key responsibilities are to

· Facilitate understanding and use of intelligence in the planning and execution of operations

· Support situation development and the commander’s estimate of the situation through the identification of enemy capabilities, strengths, and vulnerabilities, as well as opportunities and limitations presented by the environment.

· Assist the commander in developing PIRs/IRs

· Ensure the command’s intelligence requirements are received, understood, and acted upon by organic and supporting intelligence assets

· Monitor the effective flow of intelligence throughout the command

· Provide battle damage assessment (BDA) and functional system assessment data and analysis to aid the combat assessment process.

Other Staff Sections and Subordinate Command’s Responsibilities.  Other staff sections and subordinate commands

· Provide functional area support to intelligence operations

· Submit requests for intelligence support (maps, imagery, specific data/information/intelligence), as well as any IRs, which are specific to their mission or taskings

The S-2 can anticipate many of these needs, but those who need the information/intelligence are solely responsible for making the support known to the S-2.

Individual Marine’s Role in the Intelligence Process.  The individual Marine—whether an infantryman, truck driver, or aviator—“goes everywhere and sees everything.”  Due to the needs of timeliness, every Marine must be an information collector on the battlefield.  Units “in contact” are the primary means by which information is developed and reported.

Examples of information that should be reported to the unit intelligence section as quickly and by the most secure means available are

· Results of mission

· Enemy operations

· Miscellaneous operations

Individual Marines’ collection and reporting of information during the normal conduct of operations allows the S-2 to gain a better overall picture of the enemy’s capabilities and intentions.  This translates into better situational awareness for the tactical commander and subordinate units allowing them to fight smarter and save lives.

NOTE:  All report formats and acronyms referenced below, as well as many other useful reports, can be found in MCRP 2-15.3, Reconnaissance Reports Guide.  The report formats listed below are enclosed at the end of the student handout in Appendix B.)
Results of Mission.

Enemy Contact.  Enemy contact is reported in these standard formats:

· Situation Report (SITREP):  Used to give a brief synopsis to higher of a unit’s

· Location

· Past and planned activities

· Any support requirements

· Contact Report (CONTACREP):  Used to briefly and concisely report any enemy contact by consolidating the most important elements of the SITREP and CASREP, while allowing the unit commander to focus on resolving the present situation.

· Enemy Sighting Report (SPOTREP).  Commonly referred to as the SALUTE report, the SPOTREP provides for detailed reporting of

· Size

· Activity

· Location

· Unit

· Time

· Equipment

Battle Damage Assessment.  Provide battle damage assessment either from your unit’s fire/CAS missions or previous missions in your AO.  Use a Shelling Report (SHELREP) format if receiving or observing enemy indirect fire; a SHELREP will provide pertinent information to higher regarding

· The type of fire received or observed

· Duration of fire

· Estimated bearing and distance of firing unit

· Any battle damage sustained

Unit Patrolling.  Patrol Reports are an invaluable source of information for intelligence since all Marine units conduct patrols.  The S-2 should provide the patrol leader with a copy of the unit’s SOP patrol report during the pre-mission intelligence brief.  These reports serve to aid the patrol leader’s observations during the patrol and assist in remembering details during the patrol debrief.  The patrol report should not replace a detailed patrol and communication log but should augment them with information specifically requested by higher.

Enemy Observations.  Ground force/Air Force/naval force activity should be reported via SPOTREP, however don’t feel constrained by the report format if additional observations or comments are warranted.

Air defense forces pose a significant risk to Marine Corps tactics and should be reported ASAP in order to queue additional assets for collection or destruction of those forces.

Electronic warfare is a tactic that is being seen more frequently, even against less sophisticated threats.  Report these types of attacks preferably over wire communication or face-to-face, but if necessary over an alternate, secure radio frequency.  Use theMeaconing, Intrusion, Jamming, and Interference Report (MIJIREP) or Frequency Interference Report (FIRREP) formats:

· Meaconing, Intrusion, Jamming, and Interference Report (MIJIREP):  Used to provide a detailed report regarding any intentional attack or interference on friendly communications or GPS signals. 

· Frequency Interference Report (FIRREP):  Provides only the most essential elements of the MIJIREP and decreases transmission time.  

Miscellaneous Observations.

Weather.  Report 

· Discrepancies between weather briefed and weather encountered

· Effects on

· Friendly operations

· Aircraft

· Vehicles

· Equipment (specifically weapon systems)

· Personnel

· Estimated effect on enemy operations

Terrain.  Report

· Discrepancies between terrain briefed, terrain seen on maps/imagery, and the actual terrain encountered

· New hazards to navigation

· Effect on friendly operations

· Estimated effect on enemy operations

Enemy Prisoner of War (EPW)/Captured Document and Material Handling.  This will be covered in greater detail in another class, but briefly for

· EPW handling, use the five Ss and T:

· Search immediately upon capture for weapons, documents, and material.  Though everything must be thoroughly searched, the EPW must be allowed to keep protective gear such as clothing, helmet, body armor, and gas mask.  If personal effects are taken, the EPW must be given a legibly written receipt.

· Silence.  EPWs should not be allowed to talk to each other or any unauthorized persons, such as local civilians.

· Segregate EPWs into groups:  Officers/SNCOs, NCOs, enlisted, deserters/sympathizers, civilians, females, political or intelligence personnel, and those EPWs willing to cooperate.

NOTE:  The number of segregation categories may depend on the capabilities of the capturing unit.

· Safeguard EPWs from abuse and escape by always providing escorts.  As a rule, the capturing unit should not give EPWs food, drink, or comfort items, as higher echelons may use these to obtain information.  However, common sense is the rule.  EPWs are allowed to work, such as digging their own protective holes, and can’t be expected to do so in the heat without some water.

· Speed to the rear in an expeditious and humane manner.

· Tag with the following information:  When, Where, How, and with What

NOTE:  If the tag is attached to the EPW, ensure they do not destroy, lose, or switch it with another EPW.  A technique to use is to assign the EPW a number, mark him/her with it, and then place the corresponding number on the EPW tag, which the escort retains until the turnover.

Captured document handling, tag documents in the same manner as the EPW.

NOTE:  On the document tag, add the name of the capturing Marine; so he can be contacted for follow-up questions, and non-essential gear can be returned.

· Captured material handling, tag documents in the same manner as the EPW.  Some items which will have intelligence value are: command, control, communications, intelligence (C3I) gear, new or unusual equipment/ordnance, maps and three dimensional terrain material, serial numbers and ordnance markings of equipment.

NOTE:  On the document, tag the name of the capturing Marine; so he can be contacted for follow-up questions, and non-essential gear can be returned.

Part III.  Intelligence Assets Organic to the Marine Corps

“To lack intelligence is to be in the ring blindfolded.”

--General D.M. Shoup, 22nd Commandant of the Marine Corps

Introduction.  The scarcity of specialized intelligence assets, coupled with the requirement to integrate and focus intelligence operations on satisfying the command’s PIRs/IRs, creates the need for centralized leadership of the intelligence effort.  At the same time, the Marines tasked with executing intelligence operations are duty experts in their disciplines and should be given latitude in the conduct of intelligence operations.  Therefore, intelligence planning takes on a centralized command and control aspect, while the actual execution is still very decentralized.

Intelligence units whose capabilities support the entire MAGTF are retained under the operational control of the MAGTF commander.  The MAGTF G-2/S-2 provides centralized direction for these assets, facilitating the

· Unity of effort

· Production of all-source intelligence

· Effective employment of the limited assets in support of the requirements of the entire MAGTF

Subordinate elements of the MAGTF retain organic intelligence assets appropriate to their mission and level of command (e.g., division’s reconnaissance battalion and battalion’s scout sniper platoon).  MAGTF level intelligence units are concentrated in the intelligence battalion and radio battalion to enhance centralized command and control of these limited assets.

The organic intelligence assets in the Marine Corps are categorized as

· Ground combat element intelligence assets

· Radio battalion (RadBn)

· Intelligence battalion

· Air combat element intelligence assets

Ground Combat Element Intelligence Assets.

Line Companies/Battalions.  Due to the pervasiveness of these units throughout the battlespace, they are the most abundant source of information for the intelligence hierarchy.  Regardless of the unit’s mission, Marines are always

· Conducting patrols

· Establishing SP/LPs

· Conducting or escorting convoys

· Generally moving throughout the battlespace

The limited assets specifically tasked to conduct collection and intelligence missions cannot be everywhere we would like them to be, and even if they are, enemy actions may be taking place elsewhere.  All Marines must understand their role as information collectors and the benefits they reap if they remain alert and aware of their surroundings and report their observations to higher.

Division Reconnaissance Battalion.  These units are in general support (GS) to the division.  Their mission is to conduct pre- and post-assault reconnaissance for the GCE.  Some of their mission taskings may include

· Reconnaissance and surveillance (R&S) of GCE objectives

· Limited hydrographic studies

· Confirmatory beach reporting

· Boat initial terminal guidance (ITG)

· Route reconnaissance

· HLZ studies and ITG

· Terminal control of supporting arms

· Most importantly, observation and reporting on the command’s PIRs/IRs

Scout Sniper Platoon.  Battalions have one scout sniper platoon each; which is GS to the battalion.  Although the eyes and ears for the battalion commander, the scout sniper platoon may be put in direct support (DS) of a company based on the priority given to that unit’s mission.

The scout snipers’ missions and taskings are generally the same as those of the reconnaissance battalion.  However, scout snipers normally do operate as deep and generally remain within the battalion’s area of operations or area of influence.  In addition to their R&S missions, scout snipers also have the capability of offensive action by “delivering long range, precision fires on selected targets” (MCWP 3-15.3, Scout Sniping).

Light Armored Reconnaissance Battalion (LAR).  The LAR, because of its mobility, firepower, and ability to act independently, generally operates as another maneuver force.  However, its missions of conducting route, zone, and area reconnaissance make it a vital intelligence collection asset.

The LAR battalion differs greatly from stealthy or dismounted reconnaissance units.  The LAR performs reconnaissance in force and other reconnaissance missions.  The LAR battalion is particularly suited for

· Highly mobile ground reconnaissance

· Deep reconnaissance

· Counter-reconnaissance

The LAR

· Can support the MAGTF at the operational and tactical level of war by providing information that helps a commander determine when and where to accept or refuse battle

· Performs reconnaissance in accordance with the overall collection plan

· Does not supplant the contributions of other reconnaissance elements

· Operates overtly, relying on mobility, maneuverability, firepower and the mutual support of LAR mission role variants to accomplish reconnaissance missions

· May have to fight for information

Clandestine reconnaissance operations are best assigned to reconnaissance forces specifically tailored for clandestine tactical reconnaissance.  LAR offers certain advantages in conducting reconnaissance:  They

· Possess the capability to further develop the situation after gaining enemy contact

· May perform security missions (screen, guard, and participate in a cover operations), concurrently with reconnaissance operations

During reconnaissance operations, LAR may conduct limited objective attacks to secure lightly defended terrain (bridges, road junctions, or mountain passes) (MCWP 3-14, Light Armored Reconnaissance).

Route Reconnaissance.  A route reconnaissance is a directed effort to obtain detailed information of a specified route and all terrain from which the enemy could influence movement along that route.  Route reconnaissance may be oriented on a road or an axis or direction of attack.  Route reconnaissance is faster than zone reconnaissance because effort is concentrated along the route and its controlling terrain (MCWP 3-14).

Zone Reconnaissance.  A zone reconnaissance is a directed effort to obtain detailed information concerning all routes, obstacles (to include chemical or radiological contamination), terrain, and enemy forces within a zone defined by boundaries.  A zone reconnaissance normally is assigned when

· The enemy situation is vague

· Information concerning cross-country trafficability is desired (FM 101-5-1)

Zone reconnaissance is a deliberate, time-consuming process if not specifically focused by the MAGTF commander (MCWP 3-14).

Area Reconnaissance.  An area reconnaissance is a directed effort to obtain detailed information concerning the terrain or enemy activity within a prescribed area such as a town, ridge line, woods, named area of interest (NAIs), or other feature critical to operations.  An area reconnaissance is a specialized form of zone reconnaissance and proceeds faster than a zone reconnaissance; the effort is focused on specific terrain feature(s) or enemy force(es).  LAR may be required to reconnoiter one large area or several small areas (MCWP 3-14).

Force Reconnaissance Company.  The force reconnaissance company is in GS to the Marine expeditionary force (MEF) commander.  Its mission is to conduct pre-assault and deep post-assault reconnaissance for the MEF commander or the commander, landing force (CLF).  Some of its mission taskings may include

· Reconnaissance and surveillance (R&S) of MEF objectives

· Hydrographic studies

· Confirmatory beach reporting

· Boat initial terminal guidance (ITG)

· Route reconnaissance

· HLZ studies and ITG

· Terminal control of supporting arms

· Most importantly, observation and reporting on the command’s PIRs/IRs

In addition to these intelligence missions, force reconnaissance units are also tasked with the Maritime special purpose force (MSPF) mission for the MEU(SOC.  In conducting this direct action mission, either the scout snipers or BLT reconnaissance platoon is tasked as the MSPF R&S element.

Radio Battalion (RadBn).  RadBn provides both ground-based, and limited aerial-based, signals intelligence and electronic warfare (EW) capability to support MAGTF operations.  In addition to directing the employment of its subordinate elements, RadBn acts as the focal point for MAGTF SIGINT operations by planning, coordinating, and conducting the collection activities of supporting and organic assets.  Some of their missions are to 

· Conduct interception, radio direction finding (DF), recording and analysis of communications (COMINT) and non-communications signals (ELINT), and all SIGINT processing, analysis, production, and reporting

· Conduct electronic warfare (EW) operations to include electronic attack (EA), electronic support  (ES), and electronic protect (EP), against enemy C2 architecture.

· Conduct communication security (COMSEC) monitoring of friendly forces to protect communications

· Provide radio reconnaissance teams (RRT) with special insertion/extraction capabilities to provide specified SIGINT and EA support during advance force, pre-assault, and post-assault operations (MCWP 2-15.2, Signals Intelligence)

Intelligence Battalion.  The intelligence battalion resides under MEF command and is GS to the MEF.  The intelligence battalion provides highly specialized, technical support to intelligence operations in the form of

· Imagery intelligence (IMINT)

· Sensor employment

· Human intelligence (HUMINT)

In addition to the capabilities provided by the individual companies and platoons, the intelligence battalion establishes and mans an intelligence operations center and surveillance and reconnaissance center (SARC) under the staff cognizance of the G-2/S-2, providing centralized command and control of MAGTF organic collection assets and all-source fusion of the information collected and reported.  Some of the units within the intelligence battalion are the

· Counterintelligence (CI)/HUMINT Company.  This unit provides a commander with organic assets trained to operate clandestinely within the indigenous population in an AO.  Interrogator-translator teams also allow the commander to interrogate EPWs or interview locals for pertinent information.  Additionally, in the counterintelligence role, they are tasked to provide intelligence to the commander regarding force protection issues and the command’s vulnerability to subversion, sabotage, espionage, and terrorism.

· Imagery Intelligence Platoon (IIP).  Formerly called force imagery interpretation unit (FIIU), this unit provides imagery intelligence from both organic and national assets to support operations and targeting.

· Ground Sensor Platoon (GSP).  Formerly called sensor control and management platoon (SCAMP), this unit employs numerous types of sensors, including seismic, magnetic, infrared, and thermal, to provide indications and warning (I&W), targeting information, and queuing for intelligence collection.

· Topographic Platoon.  This platoon provides 3D and other visual graphic intelligence products to support operation planning.

Air Combat Element Intelligence Assets.  Just as in the GCE, the ACE has S-2s organic to the squadron, group, and wing levels.  In addition, the ACE table of organization maintains specialized aerial collection assets.  The unmanned aerial vehicle (UAV) squadron, within the 2nd and 3rd Marine Air Wings, provides real-time imagery intelligence and direct support to targeting and terminal control of supporting arms.

Another collection asset currently being fielded is the Advanced Tactical Airborne Reconnaissance System (ATARS), which is a collection system designed to attach to the F/A-18.  Eventually, the Marine Corps intends to field enough of these F/A-18 ATARS aircraft that they will be strictly a reconnaissance platform.  Also three EA6B Prowler electronic attack aircraft squadrons are in the Marine Corps inventory, based at Cherry Point and Iwakuni, Japan.  Because of their capabilities, the EA-6Bs have been designated as national assets.  However, due to their frequent forward deployment, they may be available to provide airborne EW support to tactical commanders.

Summary.  The Marine Corps organic intelligence assets are limited in number compared to other services.  However, the diversity and complementary nature of the assets in our inventory is something that no other service can match.
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APPENDIX A

Intelligence Preparation of the Battlespace

“It is not that one general is more brilliant or experienced than the other; it is a question of which general has a better appreciation of the battlefield.”

--Field Marshall Erwin Rommel
Definition.  Intelligence preparation of the battlespace (IPB) is a systematic and continuous approach to analyzing the enemy, weather, and terrain in a specific geographic area.  This approach integrates enemy doctrine with weather and terrain information as they relate to the specific battlefield conditions to evaluate enemy

Capabilities

Vulnerabilities

Probable courses of actions (COAs)

The IPB Process.  IPB is a four-step, cyclical process of intelligence analysis and evaluation that orients on the assigned battlespace area and the enemy forces operating in that area.  This process aids in operational planning and development of friendly COAs and provides the basis for collection planning and targeting.  The four steps of IPB are

· Define the battlespace

· Describe the battlespace effects

· Evaluate the threat

· Determine threat courses of action

Defining the Battlespace.  The first step defines the area of

· Operations

· Influence

· Interest

in the battlespace to focus attention on a specific geographic area for analyzing the effects of 

· Enemy

· Weather

· Terrain

Area of Operations (AO).  The AO represents the area in which authority and responsibility for the conduct of operations have been assigned to a commander.  Unit boundaries and/or geographic features normally define it.

Area of Influence (AInf).  In using or constructing IPB products, you must understand the area of influence.  The capabilities and equipment of the assigned unit determine this area.  This area is important because it helps determine where

· The commander can best use his organic assets

· Coordination will be required with higher or adjacent units for suppor.

Area of Interest (AI).  The commander selects the AI based on his estimate of the situation.  The dimensions of this area are not constrained by the organic capability to acquire information on or to influence the tactical situation within the area.  One of the primary considerations in establishing the limits of the AI is time, based not only on the 

threat’s mobility and range of weapon systems but also on the amount of time necessary to accomplish the friendly mission.  The table below shows example times for estimating how far out the AI should extend.

	Command Echelon
	Area of Interest (in hours away)

	Platoon
	2 to 3

	Company
	4 to 6

	Battalion
	12

	Regiment
	24

	Division
	72


Describe the Battlespace Effects.  This step is the process of terrain and weather analysis in the AO, AInf, and AI.

Terrain Analysis.  Terrain analysis is the process of interpreting natural and manmade features of a geographic area and the influence of weather and climatic conditions on those features to determine their effects on operations.  Remember the acronym, OCOKA,

· Observation and field of fire

· Cover and concealment

· Obstacles

· Key terrain

· Avenues of approach

Key terrain, observation and fields of fire, cover and concealment are related to and dependent on intervisibility (IV) (the ability to see from one point to another).  Avenues of approach and obstacles are related to cross-country movement.

When conducting terrain analysis, look for those things that impede or facilitate movement of troops and equipment:

· Slope

· Soil composition

· Hydrographic features

· Drainage

· Vegetation

All terrain is evaluated, then coded as

· Unrestricted

· Restricted

· Severely Restricted

(previously referred to as Go, Slow-Go, and No-Go, respectively).  You may see this information graphically depicted on a modified combined obstacle overlay (MCOO).

The table below describes restricted and severely restricted terrain.

	
	Restricted Terrain
	Severely Restricted Terrain

	Built-Up Areas
	
	· Wider than 1000m

· Cannot be easily bypassed on both sides

	Hydrography
	Rivers, streams, lakes, swamps, or flooded areas

· That can be forded in several places, with currents less than 3.5mph and depths less than 4 feet

· If frozen, ice

· 31.5 inches thick will support tanks

· 20 inches thick will support artillery and prime mover trucks
	· Rivers, streams, lakes, and swamps that cannot be forded or spanned by an armored vehicle launched bridge (AVLB)

· Even tanks and non-amphibious armored personnel carriers will generally be stopped by

· Hard, vertical banks 4 feet or taller

· Water obstacles with velocities 3.5 mph

· Depths greater than 4 feet 

	Slopes
	Between 30 and 45 percent
	45 percent or greater

	Vegetation
	Trees

· Less than 2 inches thick with less than 20-foot intervals

· Greater than 2 inches thick with greater than 20-foot intervals
	Trees greater than 4 inches thick with less than 20-foot intervals

	Man-made Obstacles
	
	

	Contour Interval
	Terrain with elevation variations of from 100-200 meters per kilometer
	Terrain with elevation variations greater than 200 meters per kilometer


Mobility Corridors and Avenues of Approach.  The analysis of terrain should also provide insight as to where an enemy force may maneuver on the battlefield.  Mobility corridors and avenues of approach should be identified for forces two echelons below the friendly command.

Mobility corridors are areas of the terrain through which maneuver forces can move, if not necessarily deploy.  Normally, mobility corridors can be traveled in either direction.  The table below provides the doctrinal widths of mobility corridors for particular units; these widths are just guides.  Common sense and the tactical situation will ultimately decide if these are feasible.

	Unit
	Mobility Corridor Width

	Platoon
	200 meters

	Company
	500 meters

	Battalion
	1.5 kilometers

	Regiment
	3.5 kilometers

	Division
	6 to 7 kilometers


Determine avenues of approach by combining two or more mobility corridors that are in close proximity and can be used by converge forces.

Mobility corridors and avenues of approach must be evaluated to identify those which best support maneuver capabilities in terms of

· Access to key terrain

· Degree of channelization and ease of movement

· Cover and concealment

· Logistics sustainability

· Directness of probable objectives

Weather Analysis.  Weather analysis determines effects of weather on friendly and enemy ability to move, shoot, and communicate.  Although you cannot control the weather, you can take advantage or minimize the effects of weather through planning based on the weather prediction.

Analyze the military aspects of weather:

· Visibility:  A major factor is the amount of available light as well as precipitation and ecological factors (e.g. smog).

· Astronomic data:

· Begin morning nautical twilight (BMNT)

· Begin morning civil twilight (BMCT)

· Sunrise (SR)

· Sunset (SS),

· End evening civil twilight (EECT)

· End evening nautical twilight (EENT)

· Moonrise (MR)

· Moonset (MS)

· Lunar illumination percentage

NOTE:  Nautical twilight is when the sun is 12 degrees below the horizon.  Civil twilight is when the sun is 6 degrees below the horizon.  These roughly translate to dawn and dusk, respectively.

· Tidal Data:

· High/low tides

· Tidal ranges/variations

· Mean surf index (MSI)

· Sea state

· Winds:  Of a sufficient speed can decrease effectiveness of a force downwind due to blowing

· Dust

· Smoke

· Precipitation

· NBC agents

· Precipitation:  Affects

· Soil trafficability

· Visibility

· The functioning of many electro-optical weapons and targeting systems

· Cloud cover and ceiling:

· Limits illumination and the solar heating of targets

· Significantly impacts aircraft operations, ship-to-shore movement, and target acquisition

· Temperature and Humidity:  Extremes may

· Reduce personnel and equipment capabilities and effectiveness

· Require special logistical considerations

Evaluate the military aspects of weather, as they will impact on current and future operations.  Take into account

· Personnel

· Equipment

· Types of operations that may or may not be feasible.

The weather’s effects may require that terrain be reconsidered or re-examined for suitability of operations.

Evaluate the Threat.  This step consists of a detailed study of threat forces—their

· Composition and organization

· Tactical doctrine

· Weapons and equipment

· Supporting battlefield functional systems

Attempt to determine the enemy capabilities and how they would fight if not constrained by terrain, weather, and time-space.  The primary product of threat evaluation is the doctrinal template.  Other than facts and figures, this doesn’t tell us much until the affects of terrain and weather are considered in the next step.

Determine Threat Courses of Action.  By combining the doctrinal template with the products produced in terrain and weather analysis (MCOO and weather overlays), we can begin to see what the

· Enemy is potentially capable of

· Environmental conditions will support

This is the basis for determining probable COAs.

Situation Template.  The situation template is basically a doctrinal template with terrain and weather constraints applied.  It depicts how enemy forces may deviate from their doctrinal dispositions to account for terrain and weather.

The situation template must be tempered using tactical judgment.  If the analysis done up to this point doesn’t support a normally encountered enemy doctrine or tactic, especially with terrain and weather taken into account, then it probably won’t happen.  The other side to this double-edged sword is, just because we wouldn’t do a particular course of action, doesn’t mean the enemy, who has different values and tactics, won’t do it.

Event Template.  The event template takes the situation template one step further and encompasses time and space considerations:

· Time phase lines (TPLs)

· Names areas of interest (NAIs)

TPLs are incorporated to show enemy movements

· Over a given length of time

· At certain rates of movement

· Considering different types of equipment

NAIs can also be added to event templates.  NAIs are points or areas on the ground where particular enemy activity, or lack of activity, will confirm or deny a particular enemy COA.  NAIs aid in planning collection operations by focusing collection assets on specific areas where the enemy must move if using a particular COA.

Identifying threat capabilities allows the enemy’s broad courses of action and supporting operations to be figured out and countered to accomplish the friendly mission.  In order to identify enemy COAs, it also helps to have an idea about the enemy’s desired end state and his objective.

Five Tactical Courses of Action.  Generally, the five tactical COAs in conventional operations are remembered by the acronym, DRAWD:

· Defend

· Reinforce

· Attack

· Withdraw

· Delay

Additional capabilities include support to the five primary COAs, or specific types of operations:

· Use of NBC weapons

· Use of support air assets

· Intelligence collection/R&S

· Electronic attack

· Engineering operations

· Air assault or airborne operations

· Amphibious operations

Before you can wargame friendly COAs, the final step of determining threat COAs and IPB is establishing

· Target areas of interest (TAIs)

· Decision points (DPs)

TAIs are points or areas on the ground where successful interdiction will

· Cause the enemy to abandon a particular COA

· Require the enemy to provide additional support to continue the COA

Examples of TAIs are

· Key terrain such as bridges, road junctions, and other chokepoints

· Drop and landing zones

· Fording sites

· Assembly areas

After you select TAIs, identify decision points.  DPs are

· Linked to the TPLs and NAIs by their time/space relationship

· Influenced by the availability of friendly fire and maneuver units

DPs identify battlespace events or enemy locations that may, in time, require tactical decisions.  These decisions must be made early enough to ensure they can be implemented in time to achieve the desired result.

To demonstrate the link between NAIs, TAIs, and DPs, consider the following example.  If a decision requires 2 hours to implement action, the decision must be made while the enemy is at least 2 hours away from the TAI.  In this case, the NAI would confirm that the enemy was doing as expected.  The DP, which is reached next, would then give the commander a time reference for arriving at his decision.  Once a decision is reached, the TAI is the area where the actions of the unit implement the decision.

Summary.  To aid in operational planning and the commander’s decision-making, a lot of intelligence products are made during formal IPB:

· AO/AI overlays

· MCOO

· Route/mobility corridor/avenue of approach overlay

· Weather effects

· Critical value matrices

· Doctrinal template

· Situation template

· Event template

· Decision support template

However, even if it is not possible to do a formalized IPB process, an informal “map recon” and thought process will usually produce sound planning guidelines.

APPENDIX B

Situation Report (Sitrep) Worksheet

_____________ this is ______________

(Receiver) 
                (Sender)

SITREP - _____________________________________________________________________________________

                  (Serial number followed by code name and map sheet details as required)

1.  DTG - _____________________________________________________________________________________

2.  Friendly position (encrypted) – _________________________________________________________________

3.  Activities conducted (since last report) – __________________________________________________________

_____________________________________________________________________________________________

_____________________________________________________________________________________________

_____________________________________________________________________________________________

4.  Actions planned (next 12-hour period) – __________________________________________________________

_____________________________________________________________________________________________

_____________________________________________________________________________________________

_____________________________________________________________________________________________

5.  Logistical requirements (food, ammunition, pyrotechnics, water, etc.) – _________________________________

_____________________________________________________________________________________________

_____________________________________________________________________________________________

_____________________________________________________________________________________________

6.  Personnel casualties (since last CASREP) – _______________________________________________________

_____________________________________________________________________________________________

_____________________________________________________________________________________________

7.  Remarks – _________________________________________________________________________________

_______________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________

DTG – _______________________________________________________________________________________

                                                                                                               SITREP
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Enemy Sighting Report (SPOTREP)

Begin the report with the subject line of the message, the DTG, and map reference details as required.

ALPHA:  Units of Measurement.  

BRAVO:  Size.  This line gives the number and type of enemy by using the following letter codes:

	Type of Observation
	Letter Code

	Infantry
	A

	Armored personnel carriers (type or describe)
	B

	Tanks (type or describe)
	C

	Field artillery (type or describe)
	D

	Antitank weapons (type or describe)
	E

	Anti-aircraft weapons (type or describe)
	F

	Military trucks (type or describe)
	G

	Light military vehicles  (type or describe)
	H

	Helicopters (type or describe)
	J

	Aircraft (type or describe)
	K

	Radars (type or describe)
	L

	Command post (describe)
	M

	Minefield (dimensions)
	N

	Other tank obstacles (specify and describe)
	P

	Other (followed by description)
	Q


This information is transmitted by prefixing the letter with the number of each observed.  In the case of infantry, the number of men seen is reported; in the case of a minefield, the number of minefields is reported.  The dimensions of the minefields are reported by using the unit of measurement from line ALPHA for each mine-field.

CHARLIE:  Activity.  This line describes the activity of the enemy by using the following numerical code:

	Type of Activity
	Number Code

	On the move (followed by direction and speed)
	1

	Stationary, but not dug in
	2

	In prepared positions
	3

	Other (describe)
	4


DELTA:
  Location.  The position of the enemy is provided by using the grid reference or another agreed-on system of position reference.

ECHO:  Unit.  An identification of the enemy unit is provided if it can be determined.  If not, a description is given that might be helpful to the tasking agency.  If a positive identification is made, indication is required as to how this was achieved.

FOXTROT:  Time.  The DTG of the sighting is reported.

GOLF:  Equipment.  The identity or description of any weapons or equipment observed is provided.

HOTEL:  Remarks.  Any additional details are included that might help to clarify enemy activities, strengths, or intentions for an intelligence assessment.
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Enemy Sighting Report (SPOTREP) Worksheet

_____________ this is ______________

(Receiver)
                (Sender)

SPOTREP - ___________________________________________________________________________________

                     (Serial number followed by code name and map sheet details as required)

ALPHA – (Units of Measurement) _________________________________________________________________

_____________________________________________________________________________________________

BRAVO – (SIZE - Number and Type of Enemy) _____________________________________________________

_____________________________________________________________________________________________

CHARLIE – (ACTIVITY) _______________________________________________________________________

_________________________________________________________________________________________________________

DELTA – (LOCATION) ________________________________________________________________________

_____________________________________________________________________________________________

ECHO – (UNIT) _______________________________________________________________________________

_____________________________________________________________________________________________

FOXTROT – (TIME OF SIGHTING-DTG) _________________________________________________________

_____________________________________________________________________________________________

GOLF – (EQUIPMENT) ________________________________________________________________________

_____________________________________________________________________________________________

HOTEL  – (REMARKS) _________________________________________________________________________

_____________________________________________________________________________________________

DTG OF REPORT– ____________________________________________________________________________
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Contact Report (CONTACREP)

The CONTACREP, although not a standard report, is very useful for briefly and concisely reporting any enemy contact.  It consolidates the most important IRs of the SITREP and the CASREP without wasting large amounts of transmission time in a rapidly evolving and tenuous situation.  In such situations, the reconnaissance patrol leader must be able to concentrate all of his attention on resolving his patrol’s present situation and continuing the mission, working out a plan to extract his patrol to a secure area, or effecting the evasion and escape (E&E) plan.

C—Call sign.  “(Receiver’s call sign) this is (originator’s call sign).”

O—Occurrence.  Describes the type of contact/what has happened.

N—Needs.  States medical evacuation, emergency extraction, immediate suppression, reinforcement, resupply, and other needs.

T—Time/Location.  Indicates at what time the contact took place and where.  These coordinates do not need to be encrypted/shackled.

A—Actions Taken.  Describes what the patrol has done since the contact was made, for example, broken contact, E&E, or so on.

C—Casualties.  Reports friendly KIAs/WIAs and transmits kill numbers from the warning order/kill sheet to assist the medical evacuation when needed.

Note:  The person transmitting the CONTACREP must be prepared to authenticate if operating over an uncovered net.  This is especially the case if the patrol is requesting emergency extraction, immediate suppression, medical evacuation, or reinforcement.

Contact Report (CONTACREP) Worksheet

Contact — Contact — Contact ____________________ this is___________________




                             (Receiver) 
              (Sender)

Occurrence - __________________________________________________________________________________

__________________________________________________________________________________________________________________________________________________________________________________________

Needs - ______________________________________________________________________________________

__________________________________________________________________________________________________________________________________________________________________________________________

Time/location - ________________________________________________________________________________

_____________________________________________________________________________________________

Action taken - _________________________________________________________________________________

__________________________________________________________________________________________________________________________________________________________________________________________
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Meaconing, Intrusion, Jamming, and Interference Report (MIJIREP) Worksheet

______________ this is _______________

(Receiver) 
                 (Sender)

MIJIREP - _____________________________________________________________________________________

                   (Serial number followed by code name and map sheet details as required)

All incidents will be reported via secure means as soon as possible.

1.  Type of report - _______________________________________________________________________________

A.  Meaconing:  Transmission of false navigation signals.

B.  Intrusion:  Bogus stations, imitative deception.

C.  Jamming:  Deliberate disruption of friendly communications.

D.  Interference:  Natural or manmade obstructions that cause difficulty in receiving radio signals.

2.  Effects on station - ____________________________________________________________________________

3.  Station location - ______________________________________________________________________________

4.  Frequency or channel affected - __________________________________________________________________

5.  Type of equipment affected – ____________________________________________________________________

6.  Characteristics of interference - __________________________________________________________________

7.  Strength of interference - _______________________________________________________________________

8.  Time that the interference started - ________________________________________________________________

9.  Effectiveness of interference (use a scale of 1-10) - ___________________________________________________

10.  Operator’s name and rank - _____________________________________________________________________

11.  Remarks (explain exactly what happened) - ________________________________________________________

NOTE:  Lines 10 and 11 will be omitted if transmitted electronically.

DTG - _________________________________________________________________________________________
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Frequency Interference Report (FIRREP) Worksheet

All incidents will be reported via secure means as soon as possible.

_______________ this is _______________

(Receiver) 
                    (Sender)

FIRREP - _____________________________________________________________________________________

                 (Serial number followed by code name and map sheet details as required)

1.  Time - _____________________________________________________________________________________

2.  Unit – _____________________________________________________________________________________

3.  Frequency – ________________________________________________________________________________

4.  Type (meaconing/intrusion/jamming/interference) – ________________________________________________

5.  Remarks – _________________________________________________________________________________

DTG – _______________________________________________________________________________________
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